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ABSTARCT:

The independentirected acyclic graphs (IDAGS) introduces Link@peéndent and Node-independent DAGs.
The polynomial- time algorithms used to computek-iimdependent and node-independent DAGs. The
algorithm provides : 1) provides multipath routir®); utilizes all possible edges; 3) guaranteesvagofrom
single link failure; 4) recovery from dual link faie and 5) reduce the number of overhead bit redun the
packet header. The effectiveness of the proposédstDapproach by comparing key performance indices t
that of the independent trees and multiple pairs@épendent trees techniques will shown in advaidée/A
platform.
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INTRODUCTION

The Increasing use of streaming multimedia and eroieer-IP, precipitated by decreasing cost of
handheld multimedia devices and net books, needssiincreased bandwidth provisioning and fastwego
from network failures. Thus, present-day IP netwogknploy several different strategies for improeed-to-
end bandwidth and load balancing (using multipatiting) and fast recovery from link and node fakifusing
fast rerouting strategies). Multipath routing ipr@mising routing scheme to accommodate these nements
by using multiple pairs of routes between a soarme a destination. With the scheme, | will achiesteustness
[2], load balancing [3], bandwidth aggregation [ddngestion reduction [5], and security [6] complate the
single shortest-path routing that is usually usedhbst networks. Multipath routing in today’s IPtwerks is
merely limited to equal-cost multi paths [24], [25kchniques developed for multipath routing aterobased
on employing multiple spanning trees or directegchc graphs (DAGS) [7]. When multiple routing tablare
employed, a packet has to carry in its header thding table to be used for forwarding. When the
corresponding forwarding edge is not available,pheket needs to be dropped. This dropping is tbduee to
the potential looping of packets when transfernaminf one routing table to another. In the case ofG3A
computed by adding edges to the shortest-path ¢mee,cannot guarantee that a single-link failuré mat
disconnect one or more nodes from the destination.

Techniques developed for fast recovery from sitigle-failures provide more than one forwarding
edge to route a packet to a destination. The tgalesi may be classified depending on the naturehinhathe
backup edges are employed. In [8], the authorsldpva method to augment any given tree rooted at a
destination with “backup forwarding ports.” Whenetiee default forwarding edge fails or a packeteiseived
from the node attached to the default forwardingeefbr the destination, the packets are reroutetth@tackup
ports. In [9], the authors present a frameworkIBifast reroute detailing three candidate solutifandP fast
reroute that have all gained considerable attenfidrese are multiple routing configurations (MRCH)],
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failure insensitive routing (FIR) [11], [12], andrineling using Not-via addresses [13]. The comneaiufre of
all these approaches is that they employ multipleting tables. However, they differ in the mecharss
employed to identify which routing table to use #or incoming packet. The readers are referred4pffir a

detailed description of the above techniques. ¢eigainly possible to use fast recovery technidaesultipath

routing. However, all the above techniques reqaisggnificantly large number of routing tables, tem large
number of additional bits in the packet header. @pproach that offers resiliency to single-linklde¢ and

provides multipath routing to some degree is “catbirees” [15], [16].

In this approach, two trees are constructed pdirdg®n node such that the paths from any nodkeo
root on the two trees are disjoint. The trees maygdnstructed to obtain link-disjoint or node-disjgaths if
the network is two-edge or two-vertex connectedpeetively. This approach is similar to those eryiplg
multiple routing tables, except that only two tabkre required. Every packet may carry an extranbits
header to indicate the tree to be used for roufiiigs overhead bit may be avoided by employing @ing
based on the destination address and the incorndigg @ver which the packet was received, as eveoniing
edge will be present on exactly one of the treé® dolored tree approach allows every node to gglttaffic
between the two trees, thus offering disjoint npaith routing. In addition, when a forwarding link a tree
fails, the packet may be switched to the other. hepacket may be transferred from one tree tolseraat most
once as the colored tree approach is guaranteexté@er from only a single-link failure. The coldreees are
also referred to as “independent trees” in theditae [17]. | will refer to the colored trees apgch as the
independent trees (I Trees ) approach in the fakipaper.

1. LITERATURE REVIEW

2.1 Resilient multipath routing with independent directed acyclic graphs
AUTHORS: S. Cho, T. Elhourani, and S. Ramasubramanian

In order to achieve resilient multipath routingtraduces the concept of independent directed acycli
graphs (IDAGS) in this paper. Link-independent (@dodependent) DAGs satisfy the property that aath p
from a source to the root on one DAG is link-digjojnode-disjoint) with any path from the sourceahe root
on the other DAG. Given a network, author used patgial-time algorithms to compute link-independant
node-independent DAGs. The algorithm developedis paper: 1) provides multipath routing; 2) uglzall
possible edges; 3) guarantees recovery from slimiddailure; and 4) achieves all these with at mse bit per
packet as overhead when routing is based on d#stinaddress and incoming edge. Author will shoe th
effectiveness of the proposed IDAGs approach bypasing key performance indices to that of the ireatefent
trees and multiple pairs of independent trees igcies through extensive simulations.

2.2 A framework for reliable routing in mobile ad hoc networks
AUTHORS: Z. Ye, S. V. Krishnamurthy, and S. K. Tripathi

Mobile ad hoc networks consist of nodes that atenofulnerable to failure. As such, it is importémt
provide redundancy in terms of providing multiplede-disjoint paths from a source to a destinathuthor
first propose a modified version of the popular ADprotocol that allows us to discover multiple netisjoint
paths from a source to a destination. Author fingt tvery few of such paths can be found. Furtheemas
distances betauthoren sources and destinatioreaiser bottlenecks inevitably occur and thus, ttesipdity of
finding multiple paths is considerably reduced. lart conclude that it is necessary to place whatautall
reliable nodes (in terms of both being robust itufa and being secure) in the network for effitieperations.
Author proposes a deployment strategy that detersnine positions and the trajectories of thesabiginodes
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such that author can achieve a framework for rbliatuting information. Author defines a notion afreliable
path which is made up of multiple segments, eachitoth either entirely consists of reliable nodasgcontains
a preset number of multiple paths between the emtgpof the segment. Author show that the prolitstodif

establishing a reliable path between a random soantl destination pair increases considerably aitna
low percentage of reliable nodes when Author cdrttieir positions and trajectories in accordancehwaiur
algorithm.

2.3 Performance analysis of reactive shortest path and multi-path routing mechanism with load balance
AUTHORS: P. P.Pham and S. Perreau

Research on multipath routing protocols to providgroved throughput and route resilience as
compared with single-path routing has been explanedetails in the context of wired networks. Howev
multipath routing mechanism has not been expldnedoughly in the domain of ad hoc networks. In traper,
author analyze and compare reactive single-pathmantipath routing with load balance mechanismadrhoc
networks, in terms of overhead, traffic distributiand connection throughput. The results reveas ith
comparison with general single-path routing protpoouiltipath routing mechanism creates more ovetdait
provides better performance in congestion and é¢gpprovided that the route length is within a eémtupper
bound which is derivable. The analytical results farther confirmed by simulation.

2.4 A review of multipath routing protocols: From wireless ad hoc to mesh networks
AUTHORS: J. Tsai and T. Moors

Multipath routing allows building and use of muléppaths for routing between a source-destination
pair. It exploits the resource redundancy and @itxelin the underlying network to provide benefitisch as
fault tolerance, load balancing, bandwidth aggregatand improvement in QoS metrics such as délagre
are three elements to a multipath routing, namedyh discovery, traffic distribution, and path mamance.
Path discovery involves finding available pathsi\ggpre-defined criteria. A popular metric is patsjaintness,
a measure of resource diversity between pathsfid@ditribution strategy defines how concurreralyailable
paths are used, and how data to the same destingtigplit and distributed over multiple paths. HPat
maintenance specifies when and how new paths apgirad if the states of currently available pathange.
There are numerous multipath routing protocols psed for wireless ad hoc networks, exploring
characteristics in mobility, interference, topolpgyc. Author presents a selection of these prédcand gives a
discussion on how multipath techniques can be eririo wireless mesh networks. Lastly Author byiefl
describe the path selection framework in the cdrpeaposal for IEEE 802.11s mesh standard. Althotingh
proposal does not define use of multipath routitsgextensible framework for path selection prosigeovision
for such protocols to be implemented.

25 Congestion-oriented shortest multipath routing
AUTHORS: S. Murthy and J. Garcia-Luna-Aceves
Author presents a framework for the modeling of tipath routing in connectionless networks that

dynamically adapt to network congestion. The besiting protocol uses a short-term metric basetiapby-
hop credits to reduce congestion over a given larid a long-term metric based on end-to-end pathyde
reduce delays from a source to a given destinafiomorst-case bound on the end-to-end path deldgiisred
under three architectural assumptions: each rcadepts fair queuing (or packetized generalized gssor
sharing) service discipline on a per destinatiosidyaa permit-bucket filter is used at each roteregulate
traffic flow on a per destination basis, and althsaare loop free. The shortest multipath routimgtqxol
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regulates the parameters of the destination-oepermit buckets and guarantees that all portiohs o
multipath are loop free.

2.6 A Simulation Study of Security Performance Using Multipath Routing in Ad Hoc Networks
AUTHORS: Wenjing Lou Weri Liu Yuguang Fang

In this paper, author investigates the securityfgperance of the SPREAD scheme, which author
proposed as a complementary mechanism to enhartee cdafidentiality in a mobile ad hoc network
(MANET). SPREAD is based on two principles, sesharing and multipath routing. By a secret sharing
scheme, a secret message can be divided into teu#tifares; then by multipath routing, the shares loa
delivered to the destination via multiple pathsptoved security is expected because an adversdvgr&aries)
will have more difficulty in collecting enough slesrto compromise the secret message. As the bitadca
wireless channel of a MANET has a significant intpat the performance of multipath routing, authxairaine
the performance of SPREAD based on the sharedesiigbless channel model by simulation. Our ressiitsw
that SPREAD scheme is effective in reducing thesaigs compromising and eavesdropping probabilitg Th
impacts of node mobility and different share altamas on the performance of SPREAD are also ingattd.
Major headings should be typeset in boldface withwords capitalized.

2. DESIGN PROCESS

3.1 SYSTEM ARCHITECTURE DIAGRAM

USEF

A 4 A 4
TOPOLOGY DATA > ROUTING
CONSTRUCTION TRANSMISSION TABLE/DAG
B MAINTENANCE
A 4
SQL

Fig 1: System Architecture Diagra

6.2 MODULES DESCRIPTION:
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6.2.1  Topology Construction:

This module is used to construct the topology. Uiser gives the number of node used to constrect th
topology. The node is added in given name, IP addaed port number of that node. Unique nodesraaex
so that it can be logged in separately. After agldire node, the source node name, neighbor node aam
right of that path will be given for path connectid’he node details are stored in database tab&rlddode
details. Routing details are stored in the routaige.

6.2.2  Multipath Routing

The network is assumed to employ link-state pratoeence every node has the view of the entire
network topology. Every node computes DAGSs, forhedestination and maintains one or more forwarding
entries per destination per DAG. DAG to be emplof@drouting is carried in an overhead bit (DAG)hit
every packet header. Any DAG first (ADF), a packety be transmitted by the source DAG. In additmthe
DAG hit, every packet also carries an additionakhmt indicates whether the packet has been wemesf from
one DAG to another (Transfer bit). A packet is ealton the DAG indicated in its packet header. If no
forwarding edges are available in that DAG andhé packet has not encountered a DAG transfer alréiaid
transferred to the other DAG.

6.2.3  Node I ndependent DAG
Two-vertex-connectivity is the necessary and sigfit requirement for constructing two node-

independent DAGs utilizing all the edges excepts¢th@manating from the given destination node. This
necessary part of the requirement follows diredtym the condition required for constructing twodee
independent trees — a special case of DAG. Iritalhe partial order for the nodes on the two DAGempute

the first cycle to be augmented. Compute succegsties to be augmented. The path starts and emtistiatt
nodes that are already added to the DAGs; hencpdties from every node to the root of the DAG avden
disjoint. Note that the difference between the pathmentation employed for DAG construction here tivat
employed for tree construction.

6.24  Link Independent DAG

Two-edge connectivity is a necessary and sufftc@mdition for constructing two link-independent
DAGs. Similar to the requirement of node-independ®AGs, the necessary part of the requirement ¥adlo
from the independent tree construction. The proeedo construct two link independent DAGs. Divide t
network into two vertex- connected (2V) componeAtsiode may appear in more than 2V-component aed th
removal of such a node (articulation node) woulscdnnect the graph. In addition, any two 2V-compise
may share at most one node in common. Given anddisth node d, identify the root node for every poment
the unique node through which every path connectingode in that component and d must traverse. In
components that contain node d, the root nodesisnaad to be d.

CONCLUSION

The Concept of independent directed acyclic grafp®\Gs) and developed a methodology for
multipath routing using two IDAGs is developed. yymmial time algorithms to construct node-independe
and link-independent DAGs using all possible edgeshe network developed. The IDAGs approach was
evaluated on four real-life network topologies arwmpared with | Trees and multiple pairs of colored
(independent) trees approaches to prove the walidithe algorithm. Through simulations, authorwhahat
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the IDAGs approach performs significantly bettesrtithe independent trees approach in terms ofasurg
number of paths offered, reducing the probabilify ao two-link failure disconnecting a node from the
destination, and average link load. Even, a siraratesult shows that the trees based on the shqraghs on
the IDAGs have better performance than that ofl theees approach since the average shortest pagthl®n
the IDAGs is shorter than the average path lengthhe | Trees. Multiple pairs of colored trees aagh is
better in terms of the product of the number dfical links and average link load compared to tiedes and
IDAGs approaches. However, the method is impralcsicece it needs many overhead bits in the packatiér.

In many experiments, the optimal approach took betw3-4 hours even when some of the variables are
excluded or simplified, whereas authors approacteigges results in 47 seconds on average. Noteathtior
report the optimal scheme results based on eitbepletion or the best results generated within @dré
Author observes from these results that approaamesoclose to optimal for many of our embedded
applications. In fact, the average energy savilgesawith author's scheme and the optimal scheraed@r7
and 45.6 percent, respectively. But, authors adsosome relatively larger difference in some bermrkmmdue

to the heuristic nature of given Scheme.
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